Foreign National DD 2875 Security Request
DD FORM 2875 INSTRUCTIONS
The prescribing document is as issued by using DoD Component. Must be DD FORM 2875, AUG 2009:
A. Type of Request: Initial for new accounts, Modification for existing accounts, Deactivation for accounts to be deleted, and User ID is for reactivating an old account.
B. Date: Initial date of request
C. System Name: Must specify applications needed (i.e. SAMIS, MIAP, AOL, REPORT.WEB)
D. Location: Mechanicsburg, PA
E. PART I: The following information is provided by the user when establishing or modifying their USER ID.

(1) Name. The last name, first name, and middle initial of the user.

(2) Organization. The user's current organization (i.e. DISA, DoD, foreign agency or commercial firm).

(3) Office Symbol/Department, the Foreign National symbol with the current organization (i.e. IQ, NATO).

(4) Telephone Number/DSN, Defense Switching Network (DSN) phone number of the user. If DSN is unavailable, indicate foreign national commercial number.

(5) Official E-mail Address. (User’s official e-mail address), Cannot use group email.
(6) Job Title/Grade/Rank. The civilian job title (Example: Systems Analyst, GS-14, Pay Clerk, GS-5)/ military rank (COL, United States Army, CMSgt, USAF) or "CONT" if user is a contractor.

(7) Official Mailing Address. The user's official mailing address. (Include country)
(8) Citizenship (Foreign National).

(9) Designation of Person (Military, Civilian, Contractor). 

(10) IA Training and Awareness Certification Requirements. This is not required for CONUS/OCONUS Foreign Nationals. See page 2 for additional requirements.
(11) User's Signature. User must sign the DD Form 2875 with the understanding that they are responsible and accountable for their password and access to the system(s).

(12) Date, The date that the user signs the form. 

Continued…
F. PART II: The information below requires the endorsement from the user's CCM/ Government Sponsor.

(13). Justification for Access. A brief statement is required to justify establishment of an initial USER ID. Provide appropriate information if the USER ID or access to the current USER ID is modified. (i.e. ITO, TODO)
(14) Type of Access Required: Place an "X" in the appropriate box, (Authorized - Individual with normal access. Privileged - Those with privilege to amend or change system configuration, parameters, or settings.)

(15) User Requires Access To: Place an "X" in the appropriate box.

Specify category.

(16) Verification of Need to Know. To verify that the user requires access as requested.

(16a) Expiration Date for Access. CONUS Foreign Nationals must provide EVA# and date.
(17) Supervisor's Name (Print Name). The CCM /representative prints his/her name to indicate that the above information has been verified and that access is required.

(18) Supervisor's Signature. CCM’s signature is required by the endorser or his/her representative.

(19) Date, The date CCM /representative sign the form. 
(20) Supervisor's Organization/Department, CCM /representative organization and department.

(20a) E-mail Address, CCM /representative’s e-mail address.

(20b) Phone Number, CCM /representative's telephone number.

(27)  Additional Information, the foreign national will need to provide a four digit PIN (Personal Identification Number) for identification purpose.

Please send all FN requests to: AFSAC.COMPUTER.SECURITY.MANAGER@WPAFB.AF.MIL 
G. ADDITIONAL REQUIRED DOCUMENTATION
(1) Embassy Letter: OCONUS Foreign National require embassy approval letter signed by their embassy in Washington D.C. or *delegated foreign liaison office
(2) System Rules of Behavior: All CONUS/OCONUS Foreign Nationals are required to read and sign this document.
H. MIAP REQUEST: 
(1) If you have a new Foreign National User, be sure to include MIAP in the SYSTEM NAME block. When sending your request to AFSAC CSM, be sure to copy DISA miapticketrequests@csd.disa.mil to request a MIAP account for creation. The user will receive an email from DISA, informing them of the active MIAP account. User can go to https://miap.csd.disa.mil/ to complete the account setup. 
I. REPORT.WEB
All accounts needing Report.Web must copy the System Administrator, Oran Sine for appropriate access Oran.Sine@WPAFB.AF.MIL.  
*Canada and Iraq Foreign Liaison Office are approved to sign on behalf of their embassy.
